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Disclaimer

The information made available in the book “The Cyber Shield” is for educa-
tional purposes. All due care has been taken to ensure the accuracy of the mate-
rial in this book, the author and the publisher shall not be liable in any event
for incidental or consequential damages in connection with, or arising out of,
the furnishing, performance, or use of this material. The author is not liable for

any errors, omissions or consequences of the use of this material.

All references, citations, external sources in this book have been referred and
referenced within the book where possible. If anything, here is not properly
credited, please let me know, I assure you it was just an oversight. If you have
identified another work or some other matter you feel should be included,

contact the author, and the appropriate changes can be made.

The author and publisher are not responsible for any adverse effects or con-
sequences resulting from the use of the suggestions, products or procedures
described in the book. The reader of this article acknowledges the author 1s not
a doctor and agrees to not hold the author of this post responsible for the use
of the information provided.
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